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Basic 1- Inventory and Control Hardware

Assets

* Asset Owner

* Asset Physical Location

* Assigned assets department

* Authorized devices

* Controlling

www.waspbarcode.com

* Replacement “II“

1

89

234567




Foundational 8 - Malware Defense

* Constantly Evolving Er'lylﬂlWﬂﬂE

.. & . *
* Can cost an organization money e af

A
* Can enter at any points 2 .
MALWARE EVERYWHERE

neme.org

RANSOMWARE SPYWARE ADWARE

( )§ Blackmails you Steals your data Spams you with ads

D-* ' Types Of Malwa re Advanced

vew WORMS TROJANS BOTNETS Malware
_— — Protection
— = @ —_—— 0, 4
Spread Sneak malware Turn your PC F FITM'IE i

across computers onto your PC into a zombie



Foundational 13 -

Data protection is important
Mitigate the risk of data

Protect sensitive information

Data breach in 2021 in US $4.24 Million

Data Protection server has crashed

ﬁ ih Anonymous TV ==
& 27 @YourAnonTV

Press Release: We call on all companies that continue
to operate in Russia by paying taxes to the budget of
the Kremlin's criminal regime: Pull out of Russia! We
give you 48 hours to reflect and withdraw from Russia
or else you will be under our target! #Anonymous
#OpRussia
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Organizational 18 — Application Software

Security

* Update software

* Patching vulnerabilities

* Mitigate attacks in the organization P oyt ProvR) v
AdAware () TrEND. -‘mA::‘:E .e

Microsoft
PANDA @ Security.  Z. zoveawm
vigRe  Essentials
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Implementation- pownload Malware Software

COMPANY NETWORK

Enterprise Networks Server, switch with firewall

1 Open File Manager Ei

Client

> Double click on application

installer .exe file >L /'—%‘@

s Download

» Open FortiClient

5 Enter credentials

s Protected computer e

-pE .o




Implementation- pownload Malware Software

1 https://www.malwarebytes.com/

Malwaret)\/tes Personal Business Pricing Partners Resources Support FREE DOWNLOAD

2 Click on Download
s Open File Manager

Level Up To Cloud-Based Business Protection Save 25% Today >
« Double click on application installer .exe

file CYBERPROTECTION
. Download FOR EVERY ONE

s Open Malwarebytes

You bring your best. We'll crush the threats. Destroy
ransomware, spyware, adware, viruses and other
malware.

s Protected computer . -

7 Click on scan



https://www.malwarebytes.com/

Erika Hernandez

THANK\YOU FOR YOUR
ATTENTION
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PLEASE/CLAP AND DON'T ASK
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